Bus passenger counts using Wi-Fi signals: some cautionary findings

Diego Benites Paraded1, Werner Kraus Junior2, Rodrigo Castelan Carlson3

1Post-graduate Program in Automation and Systems Engineering, UFSC, Brasil, diegoparaded@gmail.com
2Post-graduate Program in Automation and Systems Engineering, UFSC, Brasil, werner.kraus@ufsc.br
3Post-graduate Program in Automation and Systems Engineering, UFSC, Brasil, rodrigo.carlson@ufsc.br

ABSTRACT

The viability of bus ridership surveys based on the detection of Wi-Fi MAC addresses of portable devices is analyzed. Motivation for the study arises from the apparent contradiction between success cases reported in the literature and empirical findings from field experiments we have carried out. Requirements for proper passenger identification in transit systems are used as the basis for evaluating the capabilities of commonly available detection hardware and software. More specifically, elapsed time intervals between detections of the same device are taken as the requirement for determination of the state of the device and, hence, the identification of the holder as a passenger. For instance, when performing boarding and alighting surveys with detection equipment placed onboard, it is necessary that multiple detections take place from right after passenger boarding and before he/she gets off, thus enabling accurate estimation of the trip origin and destination. Experimental results in controlled and uncontrolled trials indicate that off-the-shelf components used with available open source software may not grant successful detection. For instance, we have found times of up to 40 s for the first detection of 86% of nearby devices and an average of 80 s for a second detection of devices in the controlled experiment. For the uncontrolled experiment of rides on buses, significant differences between manual counts and detected devices were found. As a result of these empirical observations, careful assessment of the existing detection schemes used in ridership surveys is recommended.
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RESUMO

Analisar a viabilidade de pesquisas sobre usuários de ônibus com base na detecção de endereços MAC WiFi de dispositivos portáteis. A motivação para o estudo decorre da aparente contradição entre casos de sucesso publicados na literatura e resultados de experimentos de campo que realizamos. Requisitos para identificação adequada de passageiros de ônibus são usados como base para avaliar as capacidades do hardware e software de detecção comumente disponíveis. Mais especificamente, os intervalos de tempo decorridos entre as detecções do mesmo dispositivo são tomados como requisito para a determinação do estado do portador do dispositivo e, portanto, a identificação deste como passageiro. Por exemplo, ao realizar pesquisas de embarque e desembarque com equipamentos de detecção instalados a bordo, é necessário que várias detecções ocorram logo após o embarque do passageiro e antes do desembarque, permitindo assim uma estimativa precisa da origem e destino da viagem. Resultados experimentais em ensaios controlados e não controlados indicam que os componentes disponíveis no mercado com software de código aberto podem não fornecer detecções bem-sucedidas. No experimento controlado, encontramos tempos de 40 s para a primeira detecção de 86% dos dispositivos e uma média de 80 s para a segunda detecção de dispositivos. Para o experimento não controlado de viagens em ônibus com carregamento médio, foram encontradas diferenças significativas entre as contagens manuais e os dispositivos detectados. Como resultado dessas observações empíricas, recomenda-se uma avaliação cuidadosa dos esquemas de detecção existentes usados nas pesquisas de número de passageiros.
1. INTRODUCTION

The idea of using Wi-Fi signals to detect portable devices carried by riders in public transit holds the promise of affordable methods for estimating a variety of ridership information (El-Tawab et al., 2016; Håkégård et al., 2018). Similar with Bluetooth and other near-range communication technologies, Wi-Fi uses ID strings (known as MAC addresses) that uniquely identify a device (IEEE, 2007). Coupled with schemes for assuring that the detected MAC refers to a given device on a certain bus, information about origin-destination of trips, including connected trips, and bus loading between stops may be obtained. Thus, using off-the-shelf Wi-Fi devices and specialized software which is readily available with open-source licenses, it could be possible to exploit the benefits of MAC detection for the sake of efficient, data-rich public transportation management and operation.

Detailed passenger volume data on public transport lines can be obtained by boarding and alighting counts at each bus stop along the route. The usual way to perform this type of counting is to place researchers at each bus stop or boarded on a bus (O’Flaherty, 1996), a method still used. Such method is costly and error prone, motivating the search for automatic passenger counting and identification methods.

The widespread use of portable devices with Wi-Fi interfaces is the main reason to consider automatic counting schemes based on detection of MAC addresses. In Brazil, for instance, there are around 230 million smartphones in use by the population (Meirelles, 2019); Balboni (2018) cites that 86% of people use Wi-Fi outside their homes in the country. The predominance of Wi-Fi connection usage is mainly due to the free access in many places and the lower power consumption of Wi-Fi compared to the alternative 3G/4G internet access. Hence, smartphones provide a potential means for personal location estimation, including inside a bus.

The research reported in this paper assesses the performance of Wi-Fi detection in the public transit environment. The objective is to validate the technology for automatic surveys of transit ridership. Requirements for proper passenger identification in transit systems are the basis for evaluating the detection system. More specifically, elapsed time intervals between detections of the same device are taken as the requirement for determination of the state of the device and, hence, the identification of its holder as a passenger. For instance, when performing boarding and alighting surveys with detection equipment placed onboard, it is necessary that multiple detections take place from right after passenger boarding and before it gets off for accurate estimation of the trip origin and destination.

Using detection intervals for evaluation, this paper reports experiments with a variety of smartphone devices that indicate that signaling by the Wi-Fi interfaces may not be frequent enough for proper detection of a passenger state. For instance, we have found times of up to 40 s for the first detection of 86% of nearby devices and an average of 80 s for a second detection of devices in controlled experiments (with all detectable devices known in advance), which are insufficient for accurate estimation considering that bus stops are typically spaced at every 400 m or less. For uncontrolled experiments of rides on buses, significant differences between manual counts and detected devices were found. These findings suggest that previous results reported in the literature may have been optimistic about the information available for aggregated data processing used in identification procedures. Our results may explain why such detection systems are not available in practice.
The presentation is organized as follows. Section 2 presents an overview of related research; in Section 3, detection of mobile devices by means of their medium access radiofrequencies and protocols is presented, together with the Wi-Fi detection system developed for this study. Section 4 presents the controlled experiment, followed by the uncontrolled experiments in Section 5. Concluding remarks are presented in Section 6.

2. RELATED WORKS

There are a few works in the literature dealing with Wi-Fi signaling for ridership surveys. A Wi-Fi data detection system was used by El-Tawab et al. (2016) to determine the waiting time of passengers at two bus stops using previously known mobile devices. The results showed that it was possible to obtain an estimate of the waiting time. Although they did not present how the devices were tested, the study discusses false positives that can lead to wrong estimates.

Dunlap et al. (2016) combined Bluetooth, Wi-Fi and GPS in a long-period data collection method. Standard filtering techniques were used in processing the collected data. Although the results presented seem fair, there was no calibration done in the study in order to allow relating the estimates with the real operational data. As the authors concluded, their method illustrated the capabilities of detection of mobile device traces for public transit surveys but did not claim accuracy levels are adequate.

Through statistical methods, Håkegård et al. (2018) have achieved reasonably good results in the estimation of passenger boarding and alighting. They used three types of algorithms based on time to detection and signal power. Parameters of the probability distribution functions were estimated by means of automatic passenger counting (APC) data provided by the bus company. The conclusion was that for large datasets comprising long observation times (weeks to months), the algorithms were able to estimate OD trips with reasonable accuracy. However, the work does not address the issue of short-term surveys, neither the issue of detection of Wi-Fi devices. This may be due to the difficulty in detecting devices with Wi-Fi enabled (resulting in false negatives) and also with the detection of false positives that are actually outside the bus. As discussed in this article, these points are related to the timing of successive MAC signaling, which we found necessary to approach with caution.

Nunes (2018) presented a method of classifying bus loadings in six categories (from empty to packed-full) using Wi-Fi detection. Statistical classification with χ²-test and a geographic analysis method based on itinerary maps were used for data processing. Results indicate the ability to estimate the category in most cases. The author points out that there are problems when the occupation in the transport suddenly changes, which occurs frequently at bus stops. More accurate categorization and estimation of OD pairs was not attempted.

Using machine learning techniques, Roriz Jr. and Medrano (2018) estimated boarding and alighting along the route of a bus line. They first performed field experiments only with known devices to have a control group. After that, an experiment was performed with unknown devices. With the collected data, the training of these data was performed using Support Vector Machine (SVM) to perform the classification according to boarding and alighting classes. Although the authors assert that it was possible to estimate 83.3% of the boardings and 88.7% of the alightings, the results reflect the processing of data aggregated for one complete trip. Disaggregated data per bus stop presented in the article reveal that under- and overestimation at each stop tend to compensate along the route. Thus, the aggregated results seem more due to chance rather than accurate tracking of boarding/alighting.
Paradeda et al., (2018) presented preliminary results and analysis of two types of experiments for the detection of portable devices using Wi-Fi. Controlled experiments performed with a control group indicated that 86% of the users were detected in less than 40 seconds. An uncontrolled experiment on a bus stop comparing manual counts of boarding and alighting on buses with estimates obtained through Wi-Fi detection was also performed. The results were deemed satisfactory. However, similar with previous works by other authors, the analysis was based on aggregated data that may lead to overestimation of the quality of the obtained results. In summary, works in the literature suggest that the deployment of Wi-Fi detection as a means for obtaining transit ridership data is met with fair success. Contradicting these works, our experimental results provide cautionary conclusions about using the technology for transit surveys. First, we present controlled experiments with all the devices in the detection area known in advance for determination of the success rate of device detection. Second, three rounds of experiments inside of buses were conducted, comparing the manual boarding and alighting counts with detected Wi-Fi data. In the controlled experiments, it was observed that all devices except one were detected at least once, with less success for a second detection. In the second scenario, automatic counts based on an ad-hoc processing algorithm have shown marked differences from data obtained by manual counts. The results showed that the conclusions reported in the literature about the viability of automatic passenger counting systems based on Wi-Fi data may not be warranted.

3. DETECTION OF MOBILE DEVICES FROM WI-FI SIGNALS

3.1. Detection technology options

The first option to obtain trip data from mobile phones is through the telephone operator’s signal. Zhang et al. (2010), Bekhor et al. (2013), Alexander et al. (2015), Çolak et al. (2015), Jiang et al. (2017), and Lind et al. (2017) determined user trajectories through data detected from information provided by the operators. Typical data consisted of the time a device was registered on an antenna, the connection time, the time that a message was received, and the time that internet by 3G or 4G was accessed. An advantage of this approach is that, typically, this mode of operation of a mobile device is always enabled and does not require user intervention. On the other hand, such data is not stored by default in all countries and if it is stored, it is not public. Moreover, only the approximate position of the user can be obtained based on the power of the signal detected by the antenna at the base radio station (BRS).

In Brazil, information about mobile phone detection by an antenna is stored only if a connection is established with the respective BRS. In other countries, regulatory requirements demand that every detection is recorded, thus providing a richer dataset about a device trajectory across a multi-BRS itinerary. The Brazilian case imposes limitations for accurate tracking. For example, data detected during the 2016 Olympic Games in Rio de Janeiro relied on connection data to obtain estimates of travel demand during the event (Çolak et al., 2015). The problem with connections is that not always a device engages in communication activity while at a point in the user itinerary. Compounded with the private ownership of the data, this shortcoming prevents the widespread adoption of BRS data for transit surveys.

The more practical alternative of using Bluetooth (BT) and Wi-Fi technologies depend on user activation of these interfaces. While this could be viewed as a shortcoming, the increased use of BT and Wi-Fi technologies means that they are always enabled by most users; it is more
so with the advance in battery technology so that the user is not penalized with energy shortages by leaving the wireless interfaces turned on all the time.

Abedi et al. (2013) collected data via both BT and Wi-Fi. They conducted tests to determine the speed of detection of the two technologies and determined that with Wi-Fi it is possible to detect a user eight seconds faster than with BT. The time difference may seem small, but when it comes to a large mass of data, this difference is significant.

The choice of the data detection method should be based on the ease, speed and confidence in obtaining the required information. Preferably, it should not require user intervention and should not affect the user experience in terms of battery consumption. The speed with which the data is detected is greater with Wi-Fi, which for real-time applications is extremely important.

### 3.2. Detection device

Wi-Fi devices, when trying to associate with an access point through 2.4 GHz and 5 GHz networks using the 802.11 protocol (IEEE, 2007), perform an exchange of packets that leaves fingerprints. The process of capturing these fingerprints is called sniffing. This exchange of packets occurs even though there is no connection between the devices (Turner, 1988).

A Network Traffic Monitor (NTM) was developed for the detection of Wi-Fi devices. This type of device is often called a sniffer. The architecture of the equipment is illustrated in Figure 1 and its components are described next.

- **Raspberry Pi Model B:** The Raspberry Pi 3 device is a very small computer with the same settings as a medium-sized computer. A Class 10 MicroSD card of 32 GB was used for the storage of collected data.
- **USB Wi-Fi Adapter:** The Ralink RT5372 Wireless Chipset Adapter was used as the Wi-Fi adapter for its low cost and operation in monitor mode (Günther et al., 2014), allowing to capture the exchange of information between Wi-Fi devices without connection to a network. This adapter model also allows the adjustment of the power of the signal range and, thus, control over the capture radius.
- **Portable Battery:** essentially a portable charger power bank with a capacity of 10400 mAh, providing enough power for some 13 hours of operation of the NTM.

The software architecture is based only on open source software. To perform data detection, Aircrack-ng and Airodump-ng were used (Cunche, 2014). To further encourage the use of Wi-Fi at the bus stop, an Access Point was created with Airbase-ng (Wang et al., 2016), so that users could connect to a network. All data were stored on the MicroSD card and uploaded to the cloud at the same time so that the data could be analyzed in real time. The detection device was configured with a power of 1 mW, corresponding to a capture radius of approximately 12 m. This radius is deemed enough since the interest was in placing the NTM on a bus stop or onboard to detect nearby devices.

### 4. CONTROLLED EXPERIMENTS

The controlled experiments aimed at assessing the possibility of using Wi-Fi for the detection of devices and their use both in automatic onboard passenger counting, as well as in boarding and alighting surveys. More specifically, the controlled experiment was expected to assist in finding if all known mobile devices within the detection range are detected, how much time is
required for their detection and how often the detection occurs so that tracking of the same device is possible.

4.1. Experiments setup

The site of the experiments was chosen sufficiently far from sources of Wi-Fi signaling so that it was possible to know in advance the MAC address of all the Wi-Fi devices involved. For this purpose, a soccer field was chosen due to its location, 60 m distant from nearby traffic of people and vehicles, enough for the purposes of this study. Relevant data of the mobile devices of the participants, such as the MAC address, manufacturer and model, were registered prior to the experiments.

Twelve volunteers participated in the experiment carrying a mobile device with enabled Wi-Fi interfaces. The NTM was positioned between two markers spaced from each other by 24 m, making up the range of the detection area of the NTM. The role of the participants was to walk between the two markers and record their positions along the way through an application running on their devices. In this way, accurate position information was available about the instants when they entered and exited the detection area of the NTM. Figure 2 illustrates the configuration of the three experiments, each being executed four times.

The first experiment (Figure 2(a)) consisted of the simultaneous displacement of all participants from one end of the experiment area to the other passing close together by the NTM. The objective was to verify the behavior of the NTM when a group of people crosses simultaneously the detection area.

In the second experiment (Figure 2(b)), the participants moved at different intervals from one end to the other of the detection area passing by the NTM. The aim was to compare the detection of a sparse group with the preceding experiment of detections of a compact group.
The third experiment (Figure 2(c)) intended to reproduce the behavior at a bus stop. Four participants were instructed to stop in front of the detector while others kept walking. Standing users stayed for around 90 s and then proceeded to exit the detection area.

![Diagram of the controlled experiments](image)

**Figure 2.** Setup and execution of the controlled experiments: (a) experiment 1 - displacement of the participants as a group from one end of the experiment area to the other passing the NTM; (b) experiment 2 - participants moving at different intervals from one end to the other of the experiment area passing the NTM; (c) experiment 3 - group of participants standing near the NTM while another group moves from one end to the other of the experiment area passing the NTM

**Table 1:** Time intervals for successive detections of the same device and percentages of cumulative detections from all runs of all experiments

<table>
<thead>
<tr>
<th>Time interval (s)</th>
<th>Cumulative detection rate (%)</th>
</tr>
</thead>
<tbody>
<tr>
<td>40</td>
<td>86</td>
</tr>
<tr>
<td>50</td>
<td>89</td>
</tr>
<tr>
<td>60</td>
<td>93</td>
</tr>
<tr>
<td>70</td>
<td>95</td>
</tr>
<tr>
<td>80</td>
<td>96</td>
</tr>
<tr>
<td>90</td>
<td>97</td>
</tr>
</tbody>
</table>

### 4.2. Data Processing

Data processing is based on the cross-checking of information between the data detected by the NTM and the data provided by the participants through the application. This process is done in five steps:

1. Removal of corrupted data;
2. Cross-checking between data obtained in the participants’ application and the NTM data;
3. Identification of the first detection of a participant’s device, considering the time recorded when the participant entered the detection area and the time of the first detection by the NTM;
4. Identification of the last detection of a participant’s device, considering the time recorded when the participant left the detection area and the time of the last detection by the NTM;
5. Identification of intermediary detections of a participant’s device, considering the time recorded when the participant entered and exited the detection area, and the times of intermediate detections.

4.3. Discussion of the results

4.3.1. Aggregated view of detection data

When viewed in aggregate form, detection data reveals a fair degree of success by the method, along the lines presented by Paradeda et al. (2018). Table 1 indicates that in the first 40 s of data collection, around 86% of devices would have been detected in at least one of the experiments; intervals for subsequent detections are also included in this detection rate. Since this interval is consistent with travel times between two bus stops, a high level of confidence could be associated with the system by looking at this result.

![Figure 3. Histograms of (a) first-detection times and (b) second-detection times grouped in classes of one second intervals](image)
Graphical depiction of aggregate data provides a better understanding of the detection capabilities. Figure 3(a) shows the histogram of first-detection times grouped in classes of 1 s intervals for the aggregation of data from every run of all experiments. In this case, all detections occur within a 35 s interval. But as will be discussed later, not all devices are detected on every run.

Second detection data is shown in Figure 3(b). Again, there is room for optimism when observing that most of these detections occur within a 35 s interval. As in the previous case, however, not all devices are detected twice in the same run, which otherwise would confirm that the system is capable of tracking devices by means of multiple detections along an itinerary.

4.3.2. Disaggregation of detection data

In order to assess the intrinsic characteristics of the data set, disaggregation of data for every run of the experiments is shown in Table 2. Overall, the success rate of first detections was around 50% of the participating devices; that is, instead of the expected 48 detections, only about half of them actually occurred.

In terms of detected devices in all four runs, the picture is better since, eventually, most devices ended up being caught by the system in some run. The success rate is of 92% for first detections and around 70% on average for second detections, despite the relatively high failure in detections on every run.

Further insight into the behavior of the detection system is provided by graphical depiction of the data disaggregated by every run. In this sense, Figure 4 presents the results for first detections. The nature of the experiments is manifested in differences in overall times for detection and detection occurrences.

Additionally, Figure 5 shows the plots related to the second detection of devices. The plots show that it is more often the case that not all users had a second detection compared to the first detection case. This is due to the connection search time of each device, being different for each device in the experiment. Moreover, when the second detection does occur, it may take relatively long to happen, as can be observed in all plots. Differences in the patterns of the plots in Figures 4 and 5 correspond to the nature of each experiment described in Section 4.1.

Table 2: Results of the four runs of every experiment; expected total detections is 48 per experiment (12 devices, 4 runs)

<table>
<thead>
<tr>
<th>Experiment</th>
<th>Detection</th>
<th>Individual runs</th>
<th>Aggregated runs</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td>Successful detections</td>
<td>Success rate (%)</td>
</tr>
<tr>
<td>1</td>
<td>1st</td>
<td>27</td>
<td>57</td>
</tr>
<tr>
<td></td>
<td>2nd</td>
<td>16</td>
<td>34</td>
</tr>
<tr>
<td>2</td>
<td>1st</td>
<td>24</td>
<td>50</td>
</tr>
<tr>
<td></td>
<td>2nd</td>
<td>22</td>
<td>46</td>
</tr>
<tr>
<td>3</td>
<td>1st</td>
<td>29</td>
<td>61</td>
</tr>
<tr>
<td></td>
<td>2nd</td>
<td>22</td>
<td>46</td>
</tr>
</tbody>
</table>

Overall, the results presented above suggest that the detections of a mobile device through Wi-Fi is erratic, without guarantee that every detectable device will be so in every run of the experiments. Second detection, important for the sake of tracking a device, takes longer and with less success rate than first detection in all experiments.
Figure 4. Time for first detection per device in the controlled experiments (0 s means the device has not been detected): (a) Experiment 1; (b) Experiment 2; and (c) Experiment 3
Figure 5. Time for second detection per device in the controlled experiments (0 s means the device has not been detected): (a) Experiment 1; (b) Experiment 2; and (c) Experiment 3
5. UNCONTROLLED EXPERIMENT

Another experiment was conducted on an uncontrolled environment by the placement of NTMs on bus stops and buses of a real bus route.

5.1. Experimental setup

A section of a bus route in the vicinity of the Federal University of Santa Catarina was chosen for this experiment (Figure 6). A frequent bus line serving the university was chosen. The route section comprises four bus stops identified in the figure as O, A, B and C. The route was divided in three segments marked by the bus stops, i.e., OA (548 m), AB (370 m), and BC (330 m). Three NTMs were installed at bus stops A, B and C and a fourth one was carried inside the bus. Three runs for data collection with buses travelling from O to C were performed. The GPS data of these trips were obtained from the operator of the transport system.

![Figure 6. Bus route, bus stops and route segments](image)

5.2. Experiment execution

Three volunteers participated in the experiment. In each of the three runs, each participant boarded at bus stop O carrying a mobile device with a known MAC address, thereby forming a control group. One of the participants was also carrying an NTM. This participant stayed in the central part of the bus and was also responsible for counting passengers alighting through the central door. The second participant counted passengers alighting through the rear door, and the third participant counted passengers boarding through the front door. Boarding and alighting counts were made at each bus stop as well as the number of passengers onboard within bus stops. Upon arriving at bus stop C, the last one, the participants also left the bus and prepared for the next run.
5.3. Data Processing

Data processing consisted of analyzing the data obtained by applying the necessary filters to qualify the information. This process was done in five steps:

1. Removal of data that was corrupted or that had problems for reading the information;
2. Counting of the number of times a given device was detected, discarding those with only one detection;
3. Identification of the average signal power of a given device that should be within -79 dB to -1 dB;
4. Classification of the segment(s) in which the passenger device was detected;
5. Obtaining the time of detection of a passenger device and the bus distance from the bus stop (from GPS data).

A passenger device was considered valid if and only if it was detected within 20 s of the departure of the bus from the bus stop or if the bus is within a distance of 10 m of the bus stop. After this processing, passenger devices are characterized in two ways, boarding or alighting.

5.4. Classification of passenger devices that are possibly boarding

A passenger device was considered boarding if and only if the device was detected by the external detector for the first time before the bus reached the bus stop, the average power of the signal detected of a device at the bus stop was between -40 dB and -79 dB, the number of successive detections was greater than three, and the MAC was detected by the boarded NTM at least once along the route path.

5.5. Classification of passenger devices that are possibly alighting

A passenger device was considered alighting if and only if the device was detected during the route path, the device was detected the first time by the NTM at the bus stop at the time of the bus arrival, the average power of the detected signal was between -70 dB and -79 dB, the number of successive detections was between two and three and the MAC was not detected by the boarded NTM for the rest of the route path. Additionally, the interval between the first and the second detection had to be less than 18 s for the case of two detections.

5.6. Results

After the data processing, two results were obtained. The first is based on the accumulated detections along the route compared with the manual counting of users on board (Figure 7). In the first run (Figure 7(a)), it is possible to identify that there is a higher number of onboard users detected in the segment OA (from 0 to ~190 s) if compared to the manual count. This result presents the case of false positives, that is, more users were detected than they should have been detected. This problem does not occur in the segments AB (from ~270 to ~330 s) and BC (from ~390 to ~430 s). In fact, the number of detections is much smaller than the manual count, possibly because of the short travel times between bus stops and the long time needed for detections (see Section 4). In the other two runs illustrated by Figures 7(b) and (c), the counts are underestimated for all segments.

Other reasons for the low detection rate and the potential false negatives, i.e., devices that should be detected but were not, are users with Wi-Fi devices turned off or devices not searching for a network. Improvements in the method used for processing the data may increase the detection rate.

By analyzing the aggregate results in each of the runs, we can observe in Table 7 that the false positives seem to disappear. This gives the impression that the automatic count is always
smaller than the manual count, whereas this is not true for segment OA in the first run. This type of result analysis, i.e., with aggregated data, is observed in several similar articles. However, analyzing disaggregate data may lead to a better understanding of the behavior of the detection system. As can be seen in Table 3 the estimated counts and the manual counts show significant disparity.

![Figure 7](image-url)

**Figure 7.** Passenger devices accumulated during bus path in the uncontrolled experiment: (a) Run 1, (b) Run 2, and (c) Run 3.
Table 3: NTM on board estimates × on board manual counts; NTM boarding estimates × manual boarding counts; and NTM alighting estimates × manual alighting counts

<table>
<thead>
<tr>
<th>Type</th>
<th>Run</th>
<th>Stops</th>
<th>Counting</th>
<th>Difference (%)</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td></td>
<td>Manual NTM</td>
<td></td>
</tr>
<tr>
<td>Bus load between stops</td>
<td>1</td>
<td>OA</td>
<td>46</td>
<td>60</td>
</tr>
<tr>
<td></td>
<td></td>
<td>AB</td>
<td>57</td>
<td>34</td>
</tr>
<tr>
<td></td>
<td></td>
<td>BC</td>
<td>72</td>
<td>19</td>
</tr>
<tr>
<td></td>
<td></td>
<td>OA</td>
<td>50</td>
<td>41</td>
</tr>
<tr>
<td></td>
<td>2</td>
<td>AB</td>
<td>63</td>
<td>37</td>
</tr>
<tr>
<td></td>
<td></td>
<td>BC</td>
<td>67</td>
<td>26</td>
</tr>
<tr>
<td></td>
<td></td>
<td>OA</td>
<td>46</td>
<td>31</td>
</tr>
<tr>
<td></td>
<td>3</td>
<td>AB</td>
<td>61</td>
<td>34</td>
</tr>
<tr>
<td></td>
<td></td>
<td>BC</td>
<td>74</td>
<td>34</td>
</tr>
<tr>
<td>Boarding</td>
<td>1</td>
<td>OA</td>
<td>20</td>
<td>31</td>
</tr>
<tr>
<td></td>
<td></td>
<td>AB</td>
<td>15</td>
<td>10</td>
</tr>
<tr>
<td></td>
<td></td>
<td>BC</td>
<td>17</td>
<td>3</td>
</tr>
<tr>
<td></td>
<td>2</td>
<td>OA</td>
<td>34</td>
<td>27</td>
</tr>
<tr>
<td></td>
<td></td>
<td>AB</td>
<td>13</td>
<td>12</td>
</tr>
<tr>
<td></td>
<td></td>
<td>BC</td>
<td>9</td>
<td>3</td>
</tr>
<tr>
<td></td>
<td>3</td>
<td>AB</td>
<td>15</td>
<td>7</td>
</tr>
<tr>
<td>Alighting</td>
<td>1</td>
<td>OA</td>
<td>12</td>
<td>16</td>
</tr>
<tr>
<td></td>
<td></td>
<td>AB</td>
<td>4</td>
<td>2</td>
</tr>
<tr>
<td></td>
<td></td>
<td>BC</td>
<td>2</td>
<td>2</td>
</tr>
<tr>
<td></td>
<td>2</td>
<td>OA</td>
<td>12</td>
<td>22</td>
</tr>
<tr>
<td></td>
<td></td>
<td>AB</td>
<td>0</td>
<td>5</td>
</tr>
<tr>
<td></td>
<td></td>
<td>BC</td>
<td>5</td>
<td>2</td>
</tr>
<tr>
<td></td>
<td>3</td>
<td>AB</td>
<td>15</td>
<td>24</td>
</tr>
<tr>
<td></td>
<td></td>
<td>BC</td>
<td>4</td>
<td>1</td>
</tr>
</tbody>
</table>

6. CONCLUSION

Research using the detection of Wi-Fi devices for the estimation of passenger count and OD estimation in bus routes have shown mixed results. However, most of these works are based on the analysis of aggregated data that may overestimate the quality of the results, particularly in the studies reporting promising results. We have found that when the results are analyzed in aggregate form, the estimates of boarding and alighting passengers are of around 85% to 90% of the manual count, suggesting satisfactory estimates. When looking at the disaggregated data, the estimate errors are quite high. The errors are due to over- and underestimation of nearby devices. This result partially explains why the aggregate results may seem satisfactory in research reported in the literature, i.e., because of a compensation effect of over and underestimation.

There are applications for which the observed performance may be satisfactory. For instance, confirming the OD of passengers of an interstate train involves less strict requirements of time intervals for detection. Yet, the usefulness of such OD estimation is less relevant since ticketing already provides most of the information. For urban transit, supplementing the detections with other types of information (e.g., GPS data from the devices) is needed for improved surveying results.

Limitations of the applied method, such as the parameters used for the times between detections, for the number of detections, and the thresholds of measured signal power from devices can be subject to revision in order to test the sensitivity of the detection method. Still, covering all parameter space is infeasible so partial studies are always be the norm.
Further work in this topic has been under way dealing with identifying Wi-Fi signaling events at their source (i.e., the devices) in combination with the detection system. The goal is to make sure that every MAC signaling event is properly detected, assuring consistency of the detection system. Preliminary results in this direction confirm the high level of detection performance.
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